ACCEPTABLE USE OF ARTIFICIAL INTELLIGENCE (AI)
1. Overview [Company Name] acknowledges that Artificial Intelligence (AI) tools (e.g., ChatGPT, Claude, Microsoft Copilot) can improve productivity. However, the use of these tools presents significant risks regarding data privacy, intellectual property, and accuracy.
2. Scope This policy applies to all employees, contractors, and agents using AI tools for business purposes, whether on company-issued devices or personal devices.
3. The Golden Rule: Data Privacy Strict Prohibition: You must NEVER input the following into a public AI tool (e.g., the free version of ChatGPT):
· Personal Data: Names, addresses, medical info, or financial details of clients or staff.
· Confidential Business Data: Financial forecasts, trade secrets, unreleased marketing strategies, or source code.
· Client Information: Any data provided to us by our clients under confidence.
Why? Public AI models often "learn" from the data you input, meaning our secrets could reappear as answers to other users outside the company.
4. Permitted Use AI tools may be used for:
· Drafting emails (generic content only).
· Summarising public documents.
· Brainstorming ideas and coding assistance (generic functions only).
· Correcting grammar and spelling.
5. Verification of Accuracy AI tools frequently hallucinate (invent facts). Users are solely responsible for reviewing and verifying all AI-generated content before it is sent to clients or published. You must not rely on AI for legal, medical, or financial facts without independent verification.
6. Disclosure If AI is used to generate substantial work product for a client, [Company Name] requires that this be disclosed to the manager to ensure we maintain transparency with our clients.
7. Policy Violation Inputting confidential [Company Name] data into unauthorised AI tools is considered a data breach and may result in disciplinary action.

